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WHAT IS CYBER SECURITY INSURANCE?

CYBER SECURITY INSURANCE, ALSO KNOWN AS “CYBER RISK
INSURANCE" OR “CYBER LIABILITY INSURANCE," PROTECTS
BUSINESSES AGAINST LOSSES THAT ARE COMPUTER OR
TECHNOLOGY RELATED. THIS COULD BE DUE TO A DATA
BREACH, A PHISHING OR RANSOMWARE CYBER ATTACK, OR
BECAUSE A LAPTOP CONTAINING SENSITIVE INFORMATION
WAS LOST OR STOLEN. GET A QUOTE TO FIND THE RIGHT
COVERAGE FOR YOUR BUSINESS.

Who needs cyber security insurance?

If your business maintains a website, accepts credit card payments, or
collects or stores customer data including names, email addresses, home
and mailing addresses, phone numbers, social security numbers and more,
you are vulnerable to a security breach. You may be liable for the cost to
notify affected parties and provide credit monitoring if you have a data
breach, even if the data is never exploited. You could lose money in a
phishing attack or receive a ransomware demand.

Businesses of all sizes can experience a data breach, cyber attack, or other
data security incident. Consultants, personal trainers, online retailers, and
healthcare professionals are just some examples of professions for which
we provide cyber security insurance. To see if we may offer coverage for your
business type, enter your ZIP code and click Get a Quote above. Provide
some brief information about your business and we'll tell you if cyber breach
insurance may be right for you and how much it will cost.

You should consider cyber security insurance if your business:

e accepts credit cards, or other digital payment types
e uses computers and mobile devices like tablets or smartphones

e collects or stores medical or financial data
e stores confidential customer information.



